Seletuskirja lisa 1. Kaasamistabel

Kaasamistabel - EL arikukru loomise méaaruse eelnou

Nr Partner Mirkus, ettepanek voi kommentaar Arvestamine/
Osaline arvestamine/
Mittearvestamine/
Teadmiseks votmine
1. Eesti Infotehnoloogia ja ITL toetab {ildist eesmaérki lihtsustada ettevotete piiritilest digitaalset Arvestatud.

Telekommunikatsiooni Liit
(ITL)

tegutsemist EL-is. Eesti ettevotete vaates on EBW peamine potentsiaal
just olukordades, kus praegused protsessid (nt esindusdiguse kontroll,
registrivéljavatete ja tegevuslubade esitamine voi ametlike teadete
vahetamine) osutuvad piiriiileselt aegandudvaks voi ebaefektiivseks.
Seetdttu on oluline, et EBW keskenduks iileeuroopalise usaldusraamistiku
ja koostalitlusvdoime loomisele, mitte liikmesriikide siseriiklike
stisteemide dubleerimisele.

Vt seletuskirjas
seisukoha punkte 5.1. ja
5.2.

Juhime téhelepanu, et

EBW algatuse puhul on
tegemist digivahendiga,
mis voimaldab tdendeid

esitada. Toendi digusjoud

ja selle piiriiilene
tunnustamine ei ole
algatuse piires.

ITL toetab Komisjoni ettepanekut eemaldada juriidilise isiku digikukru
satted eIDAS2 raamistikust ning koondada need EBW alla ja luua seelédbi
selgem regulatiivne piir fiitisilise ja juriidilise isiku lahenduste vahel. See
voimaldaks laiemalt eristada fiiiisilise isiku poolset juriidilise isiku
esindamist, mis saaks jidda EUDIW skoopi ning pakkuda eraldiseisvat ja
unikaalset funktsionaalsust EBW'le, kui sellised kasutusjuhud leitakse.
Samas ei tohiks EBW rakendumine tdhendada litkmesriikidele uute kallite
infrastruktuuride kohustuslikku rajamist. Méarus peab vdimaldama
kasutada riigi olemasolevaid lahendusi, mille puhul vastavad funktsioonid
on juba tagatud.

Arvestatud osaliselt.

Oleme nous, et eIDAS II-

st vOib kustuda viited
juriidiliste isikute

kukrutele. Vt seletuskirja

seisukoha punkti 5.6.
Samas on kaheldav, kas

EBW on asenduseks hea

1
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lahendus (vt teisi
seisukoha punkte,
millega meil mured).

Eestis on ettevotteid puudutavad digilahendused kiipsed ja
usaldusvédrsed: driregister pakub ajakohastatud andmeid, notarite slisteem
tagab juriidilise toestusvairtusega tehingud ning X-tee voimaldab turvalist
andmevahetust. Nende koosmdju tdidab sisuliselt drikukru rolli.

Oluline on, et EBW ei tekitaks vajadust neid siisteeme timber ehitada ega
looks kohustust ehitada kdrvale riiklikku paralleelset ,,drikukrut”. EBW
vadrtus peaks tekkima just sealt, kus lahendused téna piiriiileselt
puuduvad.

Arvestatud. Vt
seletuskirja punkti 5.1.

Piiritilese dokumendikasutuse seisukohast on EBW potentsiaal vorreldav
tdnase apostilliga — dokument peab olema teises jurisdiktsioonis kohe
kasutatav ning usaldusvédrne. Selle toimimiseks vajab méérus tépsust,
kellel on volitus véljastada ,,verified credential* tiilipi tdendeid ning
kuidas tagatakse ettevotte elukaare (asutamine, tihinemised,
likvideerimine) korrektne ja iihtne kajastus. Eesti notaritel ja registritel on
siin tugev digipdhine vdimekus, mis voiks anda vdirtusliku panuse
euroopaiilese mudeli kujundamisel.

Mitte arvestatud.

Kahjuks ei ole need
kiisimused antud
digiomnibussi algatuse
skoobis.

Maiiruse ettepanek sisaldab ka avaliku sektori asutuste kohustust hakata
EBW kaudu vastu votma ettevitete dokumente ja esitatud teavet. Eesti
kontekstis tekib siinkohal kiisimus, kas ja kuivord kattuvad EBW
funktsioonid riikliku postkasti ning keskse teabeedastuse lahendusega,
mille

arendamine on riigis juba kdimas. Oluline on véltida kahe paralleelse
kanali loomist vdi olukorda, kus EBW kasutuselevdtt nduab riigilt praegu
loomisel oleva postkastilahenduse iimberehitamist.

Arvestatud. Vt
seletuskirja punkti 5.1 4.2

ITL leiab, et EBW tuleks rakendada etapiviisiliselt ning alustada selgelt
piiritletud ja kdrge vadartusega kasutusjuhtudest: esindusdiguse piiriiilene
toendamine, registridokumentide esitamine teises riigis ning ametlike

Osaliselt arvestatud. Vt
seletuskirja punkti 5.5.




Seletuskirja lisa 1. Kaasamistabel

teadete lihtne edastamine iile piiri. Need lahendaksid reaalseid probleeme,
ilma et litkmesriigid peaksid tegema mastaapseid siseriiklikke
iimberkorraldusi.

Paraku ei ole
kasutusjuhtudega seotud
sisulised kiisimused
antud eelndu skoobis.

Kokkuvottes toetab ITL EBW eesmirki tugevdada Euroopa tihisturu
toimimist, kuid peab Eesti seisukohast oluliseks, et lahendused oleksid
praktilised, standardipdhised, mitte-dubleerivad ning arvestaksid
litkkmesriikide olemasolevaid toimivaid siisteeme. EBW peaks andma
Eesti ettevotetele selget piiriiilest vaértust ega tohi muutuda
kohustuslikuks lisakihiks siseriiklikult.

Arvestatud. Vt
seletuskirja punkti 5.1,
5.2,5.3.

Riigikogu

Eelndu artikli 16 (4) kohaselt on drikukru teenuste kasutamine avaliku
sektori asutustele (public sector bodies) kohustuslik, kui kasutatakse selle
nelja funktsiooni: 1) identifitseerimine ja autentimine 2) allkirjastamine
vOi tembeldamine 3) dokumentide esitamine 4) teadete saatmine voi
vastuvotmine. Nimetatud toimingud peavad olema 14bi viidud

aruandluskohustuse tditmiseks voi haldusmenetluse ldbiviimise eesmaérgil.

Eelnodu ei née ette erisust avaliku sektori asutustele, kelle suhtlus
majandustegevuse subjektidega on marginaalne, piirdudes eelkdige
riigihangete ldbiviimise ja voimalike drisubjektide mérgukirjadele,
selgitustaotlustele voi teabenduetele vastamisega.

Maiiruse eelndu ndib eeldavat, et kdigi avaliku sektori keskne tegevus on
seotud drilihingutega, mis ei vasta toele.

Seetdttu tuleks meie hinnangul vélistada méaruse kohaldamisalast
asutused, kelle funktsioonide hulka ei kuulu majandustegevuse
subjektidele lubade, tdendite jms andmine. Kiill vdiks nendele asutustele
olla drikukru kasutamine vabatahtlik.

Arvestatud. Vt
seletuskirja punkti 5.5.
4.2

Sotsiaalministeerium
(Seisukohad on koostatud
koostods TEHIKUga)

Sotsiaalministeerium toetab mééruse iildist eesmarki vihendada
ettevotjate halduskoormust, parandada piiritilest andmevahetust ning
tihtlustada digitaalset suhtlust ettevotjate ja avaliku sektori vahel.
Positiivsena ndeme ldhenemist, mis tugineb olemasolevatele Euroopa

Arvestatud. Vit
seletuskirja punkti 5.2.
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Liidu digitaristutele ja standarditele ning aitab viltida dubleerivate voi
paralleelsete lahenduste tekkimist.

Peame oluliseks, et midruse rakenduslikud nduded oleksid selgelt
méidratletud ja liikmesriikide jaoks {ihtmoodi tdlgendatavad. See on
vajalik, et tagada {ihtne ja koordineeritud rakendamine, véltida erinevaid
riigipOhiseid tdlgendusi ning vdimaldada olemasolevate riiklike
digilahenduste sujuvat integreerimist.

Teadmiseks voetud.

Rakenduslikud nouded
maéératletakse eelndu
kohaselt rakendusaktides
peale médruse vastu
vOtmist.

Sotsiaalministeerium ndeb Business Wallet rakendamisel eelistatud
lahendusena tsentraalset riiklikku integratsioonimudelit, mis vdimaldab
koondada Walletiga seotud tehnilised ja turbelised funktsioonid {ihtsesse
teenusesse. Selline ldhenemine vihendab vajadust iiksikute teenuste
eraldiseisvaks arendamiseks, aitab viltida dubleerimist ja tehnilist
killustatust, toetab kulutdhusust ning tagab iihtse ja hallatava rakendamise
kogu avalikus sektoris.

Maiiruse rakendamine eeldab mitmete olemasolevate riiklike ja
valdkondlike digiteenuste edasiarendamist, eeskatt juriidiliste isikute
piiriiilese autentimise, esindusdiguse ja volituste digitaalse kontrolli ning
masinloetavate tdendite vastuvdtmise osas. Tervise- ja
sotsiaalkaitsevaldkonnas puudutab see eelkdige ettevotjate ja
teenuseosutajate suhtlust avaliku sektoriga ning vastavate e-teenuste
ligipadsu- ja menetlusprotsesse.

Samuti soovime tahelepanu pdorata vajadusele hinnata rakendamisega
seotud kulusid ja ressursivajadust, sealhulgas arendus-, haldus- ja
hoolduskulusid, et liikkmesriikidel oleks realistlik voimekus muudatused
ellu viia ning tagada lahenduse pikaajaline jitkusuutlikkus. Peame
oluliseks, et lileminek uuele lahendusele toimuks etapiviisiliselt ning
arvestaks eri litkmesriikide halduslikku ja tehnilist valmisolekut. Paindlik
tileminekumudel aitaks tagada olemasolevate teenuste jarjepideva
toimimise ning vihendada rakendamisega seotud riske.

Arvestatud. Vt
seletuskirja punkti 5.5.
4.4.
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Eesti Pangaliit Eesti Pangaliit tervitab Euroopa Komisjoni 2025 novembri ettepanekut EL | Arvestatud. Vit
Arikukru (EBW) osas ning eIDAS 2.0 raamistiku kriitilist edasiarendust. | seletuskirja punkti 4.4,
Kuna Eesti on digitaalse identiteedi vallas iilemaailmne pioneer, nievad 5.1,52,53,54,5.5.

siinsed finantsasutused EBW-d mitte ainult vastavusnoudena, vaid ka
strateegilise voimalusena korvaldada ELis viimased "paberpiirid".
Praegune piiriiilene "Tunne Oma Ettevotet" kontroll on dripanganduses
iiks olulisemaid pudelikaelu. Vilismaise ettevotte tegeliku kasusaaja
(UBO) voi juhatuse volituste kontrollimine hdlmab praecgu dokumentide
késitsi kogumist, notariaalset tolkimist ja nddalaid kestvaid kontrolle.
Me toetame EBW-d kui vahendit, mis vdimaldab Eesti pankadel
teenindada Euroopaiileseid kliente sama kogemusega, mis on praegu
kéttesaadav kodumaistele klientidele.

Edukas rakendamine nouab silda Eesti olemasoleva digitaalse
infrastruktuuri ja uute iileeuroopaliste standardite vahel.

Tagatud peab olema koostalitlusvdime olemasoleva infrastruktuuriga
Eesti digitaalne 6kosiisteem tugineb suures osas X-teel ja kohalikel
digitaalse identiteedi vahenditel (ID-kaart, Smart-ID). EBW ei tohi
asendada neid siisteeme, vaid peab olema tagasiiihilduv X-Tee
okosiisteemiga. Pooldame "sillalahendust," kus olemasolevaid Eesti
identiteedivahendeid saab kasutada Euroopa Arikukru viljastamise
turvalise alusena.

Selgus vastutuses ja usaldusviirsuse tasemes. Pangad on rahapesu ja Mitte arvestatud.
terrorismi rahastamise tokestamise (AML/CFT) regulatsioonide alusel ) )
"kohustatud isikud". Selleks, et pangad saaksid rahakotile tugineda korge | 100dud kiisimus ei 'ole
riskiga tehingute puhul, peavad EBW-s olevad mandaadid ja tunnistused | @ntud eelndu skoobis.
saavutama usaldusviirsuse taseme (Level of Assurance) "Kdorge." Peab
olema selge digusraamistik, mis sétestab, et kui pank tugineb
"kvalifitseeritud" tunnistusele (nt kontrollitud driregistri véljavote), mis
osutub hiljem petturlikuks, lasub vastutus tunnistuse viljastajal
(riigil/registril), mitte sellele tugineval pangal.
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Autentimine ettevote voi eraisikuna. Lahtume klientide teenindamisel
sellest, et igal ettevottel on alati esindaja. Vajame rohkem selgust
olukorra kohta, kui EBW’d kasutatakse ettevotte autentimiseks. Kas
vOime eeldada, et alati on igal ettevottel vihemalt {iks esindaja?

On tervitatav, et ettevotetele véljastatakse unikaalsed ja piisivad
identifikaatorid. Samas jiéb endiselt lahendamata kiisimus, kuidas tagada
ettevotete esindajate unikaalne ja muutumatu identifitseerimine.

Osaliselt arvestatud. Vt
5.4. Muus osas
teadmiseks voetud.
Selgust ootavad koik.

Killustatus. Kutsume Komisjoni iiles viltima "rahakoti silosid."
Olukorras, kus iga litkmesriik arendab vélja erineva liidese, kasvab
piiriiileste ettevotete teenindamise halduskoormus.

Oleme avatud edasiseks dialoogiks EBW teadlikkuse tdstmise osas Eesti
finantssektoris ning valmis panustama EBW edukaks rakendamiseks
Eestis.

Teadmiseks voetud.

Riigi Infosilisteemi Amet

Miairuse rakendamine toob kaasa tdiendavaid olulisi kulusid, kuna
liidestumine EBW teenustega eeldab e-teenuste poolelt uute
liideste loomist. Eelkdige eelndu artikli 15 vaates, mille kohaselt
avaliku sektori asutustel on kohustus 12-kuu méddumisel mééruse
joustumisest méddruses nimetatud teenustele juurdepaisu
voimaldada.

e Paralleelselt EBW-ga toimub EUDIW lahenduse kasutuselevott
litkmesriikides. Eelndust ei néhtu, kas ja kuidas EUDIW ning
EBW omavahel suhestuvad. Kui tegemist on eraldiseisva
planeeritava lahendusega, siis mojutab see otseselt EUDIW
rakendamise tdhtaega, kuna vajalik ekspertiis, kes teemaga
tegeleb, valdavalt kattub (ja seda mitte ainult Eestis, vaid ka teistes
litkmesriikides). Isegi siis, kui muudetakse eIDAS méérust ja
kaotatakse sealt viited juriidilise isiku EUDI kukrule, tuleb
EUDIW lahendus ikkagi kasutusele votta. Eeltoodust tulenevalt,
tuleks hinnata, kuidas EBW maéérusega taotletavaid eesmérke

Arvestatud. Vt
seletuskirja punkti 5.1.
Toodud detailsed motted
on ildistatult kaetud
punkti 5.1 all ja 4.2
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oleks voimalik saavutada juba planeeritava EUDIW tehnilise
lahenduse raames.

EL iilest unikaalset identifikaatorit juriidilistele isikutele on
tegelikult vaja kiiremini, kui antud maérus rakendub.

Maiiruse kohaselt eeldatakse ainult ex post jarelevalvet. Samas ei
ole meie hinnangul ex post jarelevalvega kdik jarelevalveasutusele
pandavad iilesanded saavutatavad (vt artikkel 13).

Lisandub hulk riiklikku infrastruktuuri, mida tuleb iileval pidada,
kuid samas funktsionaalsus kattub nii EUDIW (toendite
hoiustamine, esitamine) kui ka SDG-ga (iihest litkmesriigist toendi
hankimine, et seda teises litkmesriigis esitada).

Ariregistrite vaheline liidestatus on loodud (https://e-
justice.europa.eu/topics/registers-business-insolvency-
land/business-registers-search-company-eu_en) ning selle
edasiarendamine vdoimaldaks osa EBW abil liigutatavatest
andmetest teha teises litkkmesriigis kéttesaadavaks, aga antud
méiiruse kontekstis ei ole seda arvesse voetud (seda justkui ei
eksisteeriks). Ariregistrite vahelise liidestuse edasiarendus
voimaldaks andmeid liigutada algallikast, ent EBW puhul tehakse
andmete liigutamiseks sisuliselt juurde lisakiht.

SDG/OOTS vaatest kaardistatakse ja liidestatakse omavahel
usaldusvédrseid andmeallikaid. Nii SDG/OOTS kui EUDIW
kédigus loodavate funktsionaalsuste ja lahenduste kaaskasutamine
aitaks véltida dubleeriva lisakihi loomist.

OOTS hiivanguks to6tav eDelivery access point (AS4) kasutamine
EBW tooshoidmiseks ei ole hea mdte, seega selle korvale tuleks
luua uus instants eDelivery access pointist.

Andmekaitse Inspektsioon

Andmekaitse Inspektsioon toetab miéruse iildisi eesmérke:
halduskoormuse vihendamine, usaldusviirse ja turvalise piiriiilese
digitaalse drikeskkonna loomine ning ettevotjate ja avaliku sektori
asutuste jaoks tlihtse, usaldusvédrse digitaalse identiteedi ja

Arvestatud. Vit
seletuskirja punkti 5.2,
5.3.
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andmevahetuse raamistiku loomine. Eelndu pakub vilja mitmeid
lahendusi, mis on kooskdlas Eesti e-riigi pohimdtetega:

Arikukru kaudu tehtud toimingud on vordsed paberkandjal voi
kohapeal tehtud toimingutega;

Turvaline autentimine, allkirjastamine, dokumentide esitamine ja
teavituste saatmine;

Kasutajatel on kontroll selle iile, milliseid andmeid ja kellele
avaldatakse;

Koostoime voimekus olemasolevate EL siisteemidega;
Turvalisus ja kiiberturbe nduded: viited NIS2 direktiivile ja eIDAS
raamistikule. Need lahendused aitavad vihendada dubleerimist,
parandada andmete kvaliteeti ja ldbipaistvust ning tugevdada
usaldust digiteenuste vastu.

Andmekaitse Inspektsioon on kaardistanud ka moned riskikohad, millele
tdhelepanu pdorata:

Mairuse ettepanek ei tdpsusta piisavalt, milline on
andmekaitseasutuste roll drikukru teenusepakkujate ja kasutajate
jérelevalves, eriti seoses isikuandmete to6tlemisega. Seetottu
teeme ettepaneku tdpsustada, millal ja kuidas kaasatakse
andmekaitseasutusi.

Kdigi tehingute logimine, sh mittetdielike tehingute pohjused, voib
kaasa tuua liigse andmete kogumise ja sdilitamise, mis on
vastuolus minimaalsuse pohimdttega. Teeme ettepaneku
tapsustada, kui kaua logisid séilitatakse, kes ja millistel tingimustel
neile ligi padseb ning kuidas tagatakse logide turvalisus ja
andmekaitse.

Leiame, et médruses tuleks tapsustada, kuidas tagatakse andmete
eksportimisel ja teisaldamisel andmete turvalisus ja isikuandmete
kaitse.

Eestis on juba olemas arenenud digitaalsed identiteedid (ID-kaart,
Mobiil-ID, Smart-ID) ja ettevdtjate portaalid. Uue drikukru

Mittearvestatud.

Eelndu ei kisitle otseselt
isikuandmete t66tlemist,
ega loo selleks uusi
norme. Kui eelndus
kirjeldatud tegevuste
kéigus peaks puutumust
olema isikuandmetega,
siis kohaldub
andmekaitse iildmaérus
(IKUM). Sellele viitab ka
algatus ise.
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rakendamisel on oluline tagada kooskola olemasolevate
lahendustega ning viltida dubleerimist. Seejuures tuleks tagada, et
arikukru liidestamine Eesti X-tee teenustega oleks tehniliselt ja
oiguslikult voimalik ning ei tooks kaasa andmete dubleerimist ega
turvariske.
Kokkuvotvalt toetame mééruse ettepaneku eesmaérke, kuid rohutame
vajadust tdpsustada andmekaitse jarelevalve rolli, logide séilitamise ja
ligipddsu reegleid, volituste haldust ning tagada, et Eesti olemasolevad
digilahendused oleksid sujuvalt integreeritud. Soovitame kaasata
andmekaitseasutused standardite ja juhiste viljatddtamisse ning tagada, et
koik andmetootluse aspektid oleksid ldbipaistvad ja minimaalsed.

Eesti Linnade ja Valdade Liit Kas toetate eelnéus toodud eesmirke ja pakutud lahendusi? Palun Arvestatud. Vt
tooge vilja, milliseid toetate ja miks? Milliseid ettepanekuid Teie ei seletuskirja punkti 5.1,
toeta ja miks? 5.5,4.1,4.4.

Uhtse raamistiku loomine, mis vdimaldab ettevdtjatel ja avaliku sektori
asutustel end digitaalselt tuvastada, autentida ja vahetada andmeid
oigusliku kehtivusega, on arusaadav eesmérk. Kohalikud omavalitsused
osalevad mitmetes tegevustes, kus osapooleks voib olla piiritilene ettevote
(n. ehituslubade menetlemine ja véljastamine, hangete korraldamine,
stindmuste korraldamine, viahesel médral ettevotlustoetused), kus
digitaalse identiteedi ja dokumentide turvaline vahetus on oluline.
Omavalitsused on eelndu kohaselt kohustatud 24 kuu jooksul parast
mééruse joustumist voimaldama ettevotjatel kasutada EBW
pohifunktsioone (identifitseerimine, autentimine, dokumentide esitamine
ja teavituste vastuvott).

Eesti Linnade ja Valdade Liit ei ole aga kogunud statistikat selle kohta,
kui palju Eesti kohalikud omavalitsused puutuvad oma tegevuses kokku
piiriiileste ettevotetega, kellel Eestis puudub esindus ning kui palju ning
milliste teenuste pakkumine on seetdttu olnud probleemiks. Pigem voib
pakkuda, et teenused pole jddnud osutamata, kuid kui osapooleks on olnud
piiriiilene ettevote EL-st, siis on asjaajamine kdinud juhul, kui ettevotte
koduriik ei paku ettevdtja esindajale tugevat elektroonilist identiteeti,
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nditeks 1dbi Eesti advokaadibiiroo voi on ettevdtja esindaja end
registreerinud e-residendiks.
Suurim voimalik mure Eesti kohalikele omavalitsustele on seotud
kuludega, mis tuleb teha EBW kasutuselevotuks (EL Komisjon on
hinnanud, et EBW kasutuselevott maksaks avaliku sektori asutusele 65
000 EUR, hiljem on aastatasu veidi madalam, vt
https://ec.europa.eu/newsroom/dae/redirection/document/121737, 1k 34).
Lahendus, et iga avaliku sektori asutus (on ka ebaselge, kas niiteks
linnavalitsus ning linnavalitsuse poolt asutatud linnavarahaldus OU
(mdlemad voivad korraldada hankeid) on eraldi avaliku sektori asutused?)
peab kasutusele votma oma EBW, on lihtsalt liiga kallis ning on
arusaamatu, kes katab kasutusele votmisega seotud kulud. Maistlik oleks
EBW-sse chitada paasudiguste haldus, mis voimaldaks iihte EBW-d
mitmel kasutajal tihiselt kasutada ehk omavalitsuste jaoks tekitada keskset
teenus (nt riiklik gateway), et viltida iga KOV-i markimisvairset kulu.
Seda koike eeldusel, et EBW kasutuselevott EL digikukru korval on tildse
vajalik ning sisulist vairtust loov, sest nagu EL Komisjon on dokumendis
vélja toonud, sobib n. fiiiisilisest isikust ettevotja jaoks ka European
Digital Identity Wallet (SWD(2025) 837 final, 1k 6).
EL Komisjon peaks veel kord kaaluma, kas EU Digital Identity Wallet
saaks sisaldada ka funktsionaalsust, mis on vajalikud juriidilistele
isikutele ja organisatsioonidele, kellel tdepoolest on spetsiifilised
vajadused (milleks soovitakse luua EBW) nagu:

e volituste ja rollipShiste diguste haldus (nt ettevotte esindajad,

prokuristid);

e ecttevotte identiteedi ja driregistri andmete sidumine;

e kvalifitseeritud elektroonilised pitsatid ja dridokumendid;

o turvaline kanal ametlike teadete ja aruandluse jaoks (QERDS).

Palun tooge vilja muud teemad, mis on nimetatud akti puhul Teile
murekohaks.

Vajalik on ilmselt kohalikes omavalitsustes muuta menetlus- ja
dokumentide késitlemise reegleid ja protseduure, et EBW kaudu saabuvad

Teadmiseks voetud.
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digitaalsed teavitused ja allkirjad oleksid diguslikult samaviairsed
paberdokumentidega. See on ilmselt 24 kuuga tehtav ning hea oleks siin
riiklik juhendmaterjal. Kiill on aga tdna arusaamatu, kas néditeks juhul, kui
hange korraldatakse riigihangete registris (RHR), tuleb EBW kaudu
saabunud dokumentatsioon kanda (késitsi) samuti RHR-1 ning kuidas
tagada sel juhul dokumentatsiooni terviklus?

Ei saa ka aru, kas ja kuidas toimub voimalik liidestamine X-teega ja
kohalikes omavalitsustes kasutusel olevate menetlussiisteemidega? Kas on
ette ndhtud EL-i tehnilised juhendid voi rahastus vastavaks
integratsiooniks?

Eesti Pollumajandus-
Kaubanduskoda

Kindlasti toetame muudatuste vélja to6tamist, mis aitavad litkmesriikide
vahelist IT-tehnoloogiliste ebavordsust vihendada. Oluline on siinkohal,
et digusruum pakuks tuge, mitte ei looks piiranguid. Oleme ndus, et Eesti
on erinevate e-teenuste vilja tdotamises ja kasutamises Euroopas
eesrindlik. Samas Eesti ettevotjad ja kodanikud soovivad sarnaseid
teenuseid kasutada igal pool Euroopa Liidus, seda nii liikmesriikides kui
EL-i erinevate institutsioonide menetlusprotsessidel. Detsembri alguses
toimunud kohtumisel jii kdlama vélja iitlemine, et drikukru kaudu
pakutavad e-allkirjastamine, e-tembeldamine, ajatembeldamine ja tdendite
késitlemine ei saa olema kasutusel EL-1 institutsioonides. Juhul kui see nii
jaabki, on médruse eesmérk poolik lahendus.

Mairuse kohaselt EBW kaudu tehtud toimingud on diguslikult
vordvairsed paberdokumentide esitamisega. Meil on paljud riigi teenused,
nt lubade vai toetuste taotlemine, juba suuresti e-keskkonda suunatud.
Paberile iileminek on tagasikéik, ndus. Samas on meie valdkonnas,
pollumajandussektoris palju vanemaealisi inimesi, kellel on probleeme e-
keskkondade kasutamisega ning kes eelistavad paberkandjal toimetamist.
Selline vdimalus peab olema vdimalik edaspidigi ning seetdttu me
mééruse seda motet ka toetame.

Suurim kiisimus ja probleemkoht on siiski mdjuhinnangu puudumine.
Eesti leiab kindlasti palju erinevaid néiteid kui palju e-teenuste, sh
eesti.ee, X-tee jmt. vilja toGtamine, juurutamine ning iileval hoidmine

Teadmiseks voetud
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maksab. Vilja kédidud 65 tuhat eurot esimesel aastal ja 11 tuhat eurot
jérgmistel aastatel tundub liialt optimistlik hinnang. Lisaks tuleb
arvestada, et juhul kui siisteemid saavad olema eraalgatuslikud ja
erasektori poolt hallatavad, siis lisandub teenusele kindlasti mingi
maksumus. Kui e-allkirja andmine on tdna DigiDoc-s tasuta, siis nt e-
arvete keskkondades on tegemist kuutasudega voi e-arve koostamise
tasuga, sama on pangaiilekannete puhul. Summad taolistel teenustel ei
pruugi olla suured, kuid koik e-erateenused kokkuliites, on kulu juba
méirgatav. Ma arvan, et neid ndited kaustades, saab Eesti poolt
mojuhinnangut oluliselt tdiendada.

Eesti Kaubandus-To0stuskoda

Kaubanduskoda toetab iildjoontes eelndu eesméirki vihendada
halduskoormust ja lihtsustada piiriiilest asjaajamist lébi iihtse digitaalse
raamistiku. Tunnustame piitidlust muuta dritegevus andmepdhiseks ja
automatiseerituks. Samas juhime tdhelepanu mitmetele kriitilistele
aspektile (vt jargmiseid punkte), mis voivad parssida Eesti ettevotete
konkurentsivoimet ja tekitada pdhjendamatuid kulusid.

Arvestatud. Vt
seletuskirja punkti 5.2.

Uhilduvus Eesti olemasolevate digilahendustega.

Esmalt on Kaubanduskoja hinnangul uue algatuse raames kriitilise
tahtsusega tagada tiielik tihilduvus Eesti seniste digitaalsete lahendustega.
Eesti on investeerinud mérkimisvédrselt e-identimise (ID-kaart, Mobiil-
ID, Smart-ID) ja ériregistri slisteemidesse. Meie hinnangul on oluline, et
uus lahendus ei tohi muuta neid investeeringuid kasutuks ega sundida
ettevotjaid loobuma toimivatest siisteemidest. Mdistame, et paljudes EL
litkkmesriikides puuduvad tdna veel toimivad ja usaldusvéirsed digitaalsed
lahendused, mistottu voib lihtne EL standard olla suunatud n-6 keskmisele
tasemele. Kaubanduskoda on aga seisukohal, et Eesti ei tohi nii elda uue
regulatsiooni tottu astuda sammu tagasi. Leiame, et et EL drikukru
tehnilised spetsifikatsioonid peavad voimaldama kiiret ja madalate
kuludega liidestamist Eesti riikliku infrastruktuuriga, viltides
tehnoloogilist tagasiminekut ja dubleerivaid arenduskulusid.

Arvestatud. Vt
seletuskirja punkti 5.1.
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Halduskoormuse ja kulude potentsiaalne kasv.

Leiame, et muudatused vdivad potentsiaalselt endaga kaasa tuua ka
halduskoormuse ja kulude kasvu, voib tekkida oht, et ettevotjad peavad
hakkama iilal pidama kahte paralleelset siisteemi, iihte EL-i siseseks
asjaajamiseks ja teist muu maailma jaoks, kus kehtivad/voivad kehtida
teised standardid. Leiame ka, et eelndus toodud implementeerimiskulud
on toendoliselt alahinnatud, kuna reaalsed IT-arenduse ja personalikulud
stisteemide liidestamisel voivad osutuda kordades suuremaks.
Digilahenduste juurutamisel tuleb arvestada, et need ei tohi suurendada
ettevotete tookoormust ega kulusid ning andmete reaalajas liikumine ei
tohi olla eesmérk omaette, vaid peab ettevotetele looma reaalselt tajutavat
vaartust.

Arvestatud. Vt
seletuskirja punkti 5.5.

10. | Haridus- ja Teadusministeerium | EHISe poole pealt juba implementeerime ja ka hetkel ithena véhestest iile | Arvestatud. Vt
liidu saame lives kasutada SDG lahendust ja kohe ka Europassi vGimalusi | seletuskirja punkti 5.1.
dokumentide osas. Lisaks, kas palun oleks voimalik, et enne pandaks
kasvoi nimetatud initsiatiivid to0le, kui uusi tehakse.

11. | Majandus- ja Toetame eelndu lildeesmarke ja pohimdttelist 1dhenemist Business Walleti | Arvestatud osaliselt.

Kommunikatsiooniministeerium

loomisele. Peame oluliseks, et Business Walleti taga toimub reaalaajas
andmevahetus.

Selgitus: Eelndu eesmirk on vidhendada ettevotjate halduskoormust,
lihtsustada piiriiileseid B2G ja B2B protsesse ning luua iihtne digitaalne
usaldusraamistik. Business Walleti kontseptsioon loob eelduse, et
ettevotjate Oigused, volitused ja pohiandmed on masinloetavalt ja
usaldusvaidrselt kittesaadavad, mis soodustab reaalajamajanduse
rakendamist.

Vt seletuskirja punkti 5.2.
Arikukru kontseptsioon
on vastandlik reaalajas
andmevahetusele ja
pOhineb off-line
dokumentide/andmete
vahetusel. Reaalajas
andmevahetuse
ndudmine eeldaks kogu
kontseptsiooni hiilgamist
ja mingi muu asemele
pakkumist.

13




Seletuskirja lisa 1. Kaasamistabel

Toetame Business Walleti miinimumfunktsioonide kehtestamist EL-i
tasandil.

Selgitus: Eelndus sétestatud miinimumfunktsioonid (sh e-allkirjad ja -
templid, ajatemplid, elektroonilised tdendid, volituste haldus, logimine
ning andmete ekspordi vdimalus) moodustavad vajaliku tehnilise ja
oigusliku vundamendi, millele saab ehitada automaatseid aruandlus- ja
teenuseprotsesse. Ilma iihtse miinimumtasemeta ei ole voimalik saavutada
piiritilest andmete taaskasutust ega protsesside automatiseerimist.

Mitte arvestatud.

Miinimumfunktsioonid
(e-allkirjad, temlpid jne.)
on juba reguleeritud
eIDAS maéiruses ja
eelndu selles osas midagi
el lisa.

Me ei saa toetada iiheainsa kohustusliku kvalifitseeritud elektroonilise
registreeritud kéttetoimetamisteenuse (QERDS) méédramist kogu ELis.

Selgitus: Kuigi eelndu eesmirk tagada iihtne ja usaldusvdirne
kattetoimetamine on moistetav, loob ilihe teenuse kohustuslik médramine
olulise teenuse- ja tururiskide kontsentratsiooni. On oluline viltida
teenusepakkuja soltuvust (vendor lock-in), hinnariski ning innovatsiooni
pidurdumist. Eelistatav on lahendus, kus kehtestatakse iihtsed tehnilised ja
oiguslikud nduded ning sertifitseerimismudel, mis vdimaldab mitme

teenusepakkuja koostoimet.

Arvestatud Vt.5.5.

Maiirus ei tohiks ette
kirjutada kohustuslikke
teenuseid ja
teenusepakkujaid
litkkmesriikidele.

European Digital Directory (EDD) keskne roll vajab tiiendavat
tdpsustamist.

Selgitus: EDD voib oluliselt lihtsustada ettevotjate ja asutuste
kontaktandmete ning volituste leidmist, kuid eelndus jadb ebaselgeks
andmete ajakohastamise vastutus, uuendussagedus ning teenuse

Arvestatud. Vt
seletuskirja punkti 5.4.
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tookindluse nouded. Ilma selgete reegliteta voib EDD muutuda iiheks
keskseks tdrkepunktiks, mis takistab reaalajas automaatsete lahenduste
toimimist.

Eestis peab Business Wallet tdiendama, mitte dubleerima olemasolevaid
digiriigi lahendusi.

Selgitus: Business Walleti rakendamisel on oluline viltida olukorda, kus
ettevotjatele tekib tdiendav paralleelkanal seniste toimivate digitaalsete
avaliku sektori teenuste korvale. Business Walleti roll Eestis voiks olla
eelkdige piirililese usalduse ja volituste standardiseerija.

Arvestatud. Vt
seletuskirja punkti 5.1.

Toetame Business Walleti sidumist EUDI, SDG ja BRIS siisteemidega ning
peame vajalikuks selle integreerimist ka teiste EL-1 digilahendustega, sh
eFTI raamistikuga, et tagada lahenduste vaheline siinergia.

Selgitus: ~ Need  lahendused  moodustavad  EL-i  digitaalse
ettevotluskeskkonna pohitaristu. Business Wallet peaks toimima
horisontaalse usaldus- ja identiteedikihina, mis voimaldab erinevates EL-i
siisteemides kasutada samu identiteete, volitusi ja toendeid. Siisteemide
killustatuse véltimiseks on oluline, et Business Walleti rakendamisel
kavandataks teadlikult tihiste komponentide taaskasutust ning toetataks
andmete automatiseeritud ja korduvkasutust, sh sektoripohistes lahendustes
nagu eFTL

Osaliselt arvestatud. Vt
seletuskirja punkti 5.1.

Eelndu ei késitle sisulisi
kiisimusi nagu volituste
ja tdendite kasutamine ja
tunnustamine ega
sektoripohiseid
lahendusi.

Litkmesriigid ei tohiks Business Walleti rakendamisel konkureerida
erasektoriga ega piirata erasektori rolli uute lahenduste ja drimudelite
véljatodtamisel.

Osaliselt arvestatud
Vt.5.5.
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Selgitus: On oluline, et Business Walleti 6kostlisteem kujuneks avatud ja
turupohiselt arenevaks. Riigi roll peaks piirduma iihiste reeglite,
standardite, digusliku raamistiku ja usaldusmehhanismide kehtestamisega,
mitte 10ppkasutajalahenduste voi kommertsteenuste pakkumisega, millega
erasektor on voimeline konkureerima.

Erasektorile peab jadma piisav ruum innovatsiooniks, uute teenuste ja
arimudelite tekkeks (nt drikukrupdhised finantsteenused). Liigne riiklik
sekkumine voOi riiklike lahenduste eelistamine voib pidurdada
investeeringuid, vihendada teenuste mitmekesisust.

Maéirus et tohiks ette
kirjutada kohustuslikke
teenuseid ja
teenusepakkujaid
litkkmesriikidele.

12.

Transpordiamet

Toendoliselt on Transpordiametil olemas tehniline voimekus votta
arikukkur kasutusele 12 kuu pérast, kui selleks on olemas rahalised
vahendid ning detailsem iilesandepiistitus.

Teadmiseks voetud.

Kui tuleb digikukkur, mida peab aktsepteerima, siis soidukite
registreerimisega  seotud  vajalikud  dokumendid, mida  vdib
digiallkirjastada, peavad olema  Transpordiametil tdddeldavad,
kéttesaadavad, aktsepteeritavad, seega ilmselt eeldab ka teatud arendusi,
sellekohast eelarvet jne ning on Transpordiameti iileselt kasutusele voetav,
kui joustub.

Teadmiseks voetud.

Arikukru idee on hea, kuid tundub ebamdistlik anda "European Business
Wallet" rakenduse tegemine erakitesse. Seetdttu on palju teenusepakkujaid
ja siils muutub ametiasutustel keeruliseks erinevatest kohtadest
dokumentide leidmine. Samuti jirelevalve tegemine erasektori, eriti
piiriiilese juhtumite korral on keeruline. Siisteem peaks olema EL
Komisjoni hallata.

Teadmiseks voetud.
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13.

Siseministeerium

Algatus on suunatud juriidiliste isikute e-ID raamistiku loomisele ja
puutumus SIM haldusalasse kuuluva identiteedihaldusega on kaudne, sest
nduetekohane isikutuvastus ja identiteedihaldus peab olema tagatud enne st
fiitisilisele isikule eID-vahendi véljaandmisel, mida vdidakse kasutada EL
arikukru funktsionaalsustele ligipddsuks. Samuti ei koguta SIM haldusalas
andmeid, mis vdimaldaksid tuvastada fiilisilise isiku seotust juriidilise
isikuga.

Mairgin, et nii lithikese ajaga pdhjendatud seisukohti kujundada ei joua, aga
jagan siiski moningaid oma tihelepanekuid:

1. EL A&rikukru oluliseks osaks on volitatud esindajate (authorised
representatives) médramine ja haldus. Volitamise siisteem ja reeglistik
fiitisilise isiku volitamiseks voiks arvestada ka isikusamasuse kontrollimise
vOimaluste ja vajadusega.

2. Eestis on kasutusel e-identimise skeemid, mille usaldusvéiirsuse tase on
,»korge®“. EL drikukru algatusega oleks lubatud ligipads drikukrutele ka e-
identimise skeemiga, mille tase on ,mirkimisvddrne“. Selline
jéreleandmine usaldusvéirsuse tasemes peab olema Eestis vdga histi
pohjendatud, eriti kui reguleeritakse ettevotlusega seotut.

3. EL arikukru algatus néeb ette selle ulatusliku koostalitusvdimet fiitisilise
isiku digikukruga, mille tagamist toetamiseks peaks olema voimalikult
pohjalikud spetsifikatsioonid.

Teadmiseks voetud.

Juhime tdhelepanu, et

arikukkur on digivahend

ja seda ei tohi segamini
ajada volituste

tunnustamisega. Viimane

ei ole algatuse skoobis.

14.

Haridus ja Teadusministeerium

Siit ilmneb oluline halduskoormuslik moju haridus- ja teadusasutustele.
Loodan, et saate neid motteid omalt poolt vastavalt vajadusele (mojude
analiiiisi osas?) seletuskirja integreerida.

Arvestatud. Vt
seletuskirja punkti 5.1,
5.5.
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1. Avaliku sektori asutustele tekib kohustus EBW-d aktsepteerida -
HTM haldusalasse kuuluvad asutused (sh koolid/iilikoolid) on
samuti avaliku sektori asutused, mis tdhendab, et kohustus ei jaa
“ministeeriumide tasemele”, vaid laieneb kogu haldusalale.

2. Avaliku sektori asutused peavad ise omama EBW-d ja kasutama
turvalist ~ sidekanalit- See tdhendab sisuliselt, et iga
kool/iilikool/teadusasutus peaks: hankima teenuse (erasektorilt),
looma liidestused, iimber tegema protsessid, sh dokumendivahetus
ja aruandlus.

3. Kaoik siseriiklikud avaliku sektori asutused peavad drikukurt omama
- Just siit tuleb meie haldusalal on ka koolid — koormus kasvab.

4. Komisjoni ettepanek: arendab erasektor, riigi kanda liidestus- ja
koolituskulud + teenuse soetamine - See tdhendab haridussektoris:
tekib  paralleelne  dokumentide/teadete ~ kanal,  tekivad
topeltprotsessid (EBW + olemasolev), kasvab auditikoormus
(“néita, et tditsid ndudeid”).

5. Kohad, mis mdjutavad haridussektorit 1dbi ,,majandusosaliste” /
ettevotluse / teaduse. Haridussektoris on neid olukordi palju:

toetused (projektid, aruandlus), teenuste hangete
dokumenteerimine, akrediteerimine/protsessid, teadusrahastuse
aruandlus.

Kokkuvotteks : Dokument sisaldab mitut selget kohta, mis tekitavad
haridussektorile moju, kuna EBW kohustused laienevad koigile avaliku
sektori asutustele (sh koolid, iilikoolid ja teadusasutused), noudes neil EBW
omamist, aktsepteerimist ja turvaliste kanalite kasutamist, millega
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kaasnevad markimisvéarsed liidestus-, koolitus- ja teenuse soetamise kulud
ning risk paralleelsiisteemide tekkeks.

15.

Kliitmaministeerium

Meie ekspertidelt tuli palve, et kas seletuskirja oleks vdimalik tdiendada
mone konkreetse Eesti IT-teenuse nditega, et mida drikukru regulatsioon
sellele kaasa tooks (nt arendus- ja liidestuskulud, muudatused
ariprotsessides)?

Seisukohtade osas on kindlasti tervitatav, et Eesti ei toeta eraldi drikukru
loomist ja toetab olemasolevate lahenduste maksimaalset drakasutamist.

Osaliselt arvestatud, vt.
5.1.

Viga konkreetseid ja
selgeid kasutusjuhte ei
ole Komisjon tdna vilja
toonud.

16.

Vilisministeerium

Selle seletuskirjas on viidatud vajadusele luua jélgitavuse ja turvalisuse
tagamiseks ettevotetele suhtlemiseks usaldusvddrne standardiseeritud
kanal.

Oluline on tagada, et kukkur vastab sellele ndudele ja et kukru kasutamine
ei vOoimalda sanktsioonidest kdorvale hiilida ega muud seadusevastast
tegevust.

Algatuses kaisitletakse rahvusvahelist koostodd, kiiberohte ja standardite
levitamist, seega mojutab see enamat kui ainult EL siseturgu.

Arikukrul oleks ka laialdane diplomaatiline mddde, niiteks kaubandus- vdi
koostdodlepingutele (EL- USA digipartnerlus, EL-Aasia koostd0).

Arikukkur v&ib olla ka tooriist, mis lihtsustab kolmandate riikide ettevdtete
osalemist EL turul, niiteks sertifikaatide, tolliandmete voi litsentside
digitaalse vahetuse kaudu.

Teadmiseks voetud.
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Samaaegselt on kiiberjulgeoleku aspektist oluline, et EL siisteemidel ei ole
turvaauke, mis ohustaks EL kriitilisi stisteeme.

Vilisministeeriumi arvates on oluline drikukru arendamisel vdimaldada
selle kasutamist ka saatkondades ja konsulaatides suhtluseks Euroopa
Liidus tegutsevate ettevotetega ja vOimalusel ka kolmanda, sealhulgas
asukohariigi ettevotetega.

Selle tagamiseks peab véga hoolikalt sonastama artiklid 17 ja 18, mis
kisitlevad vélisriike ja vélisettevotteid.

Kliimaministeerium ja Siseministeeriumi infotehnoloogia- ja arenduskeskus (SMIT) andsid teada, et neil kommentaare ega ettepanekuid
algatusele ei ole. Kliimaministeerium edastas 30.12.2025 oma kommentaari seletuskirja mustandi tdienduse osas.

20




	Kaasamistabel - EL ärikukru loomise määruse eelnõu

